NAME : AARON MASCARENHAS

HND UNIT 5 - SECURITY

**RISK APPLICATIONS**

**Assess risks to IT Security**

**![Image result for security](data:image/jpeg;base64,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)**
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# Introduction

The report discusses about the types of security risks to organisations and also describes the organizational security procedures. It identify the potential impact to IT security of incorrect configuration of firewall policies and third-party VPNs and also shows examples for each, how implementing a DMZ, static IP and NAT in network can improve Network Security.

## Purpose

The purpose of this report is to discuss the risks involved in IT security and the precautions taken with evaluated technical notes to support specific statements and a guide to understand the security solutions t enhance the current security instructure.

## What is IT security risks -

## They are risks which can be affected by cyber attacks which mainly target systems, hardware , laptops, PC’s and personal data property. These are usually at risk by hackers as well as government organisations whose data are confidential to the public and are at security risk.

*IT security is a set of cyber security strategies that prevents unauthorized access to organizational assets such as computers, networks, and data. It maintains the integrity and confidentiality of sensitive information, blocking the access of sophisticated hackers.*

Cisco. (2018). *What Is IT Security? - Information Technology Security*. [online] Available at: https://www.cisco.com/c/en/us/products/security/what-is-it-security.html [Accessed 1 Dec. 2018].

## IT security risks involved with Saint Albans pharmaceutical -

* **Unauthorised access/use of a system (inc hacking) -**
* With unauthorised access of systems through which laptops with full disc encryption, firewall, antivirus, VPN and two factor authentication as well as Microsoft Active Directory which stores their credentials which can’t be bypassed. This is where hackers/scammers tend to go towards social engineering, people tend to fail into tras involving money and other offers which include rewards which require filling in important details. In the given scenario, it had not mentioned any contract involving the release of data by the employees, they might not even be apprehended for the incident. They may gain access by fake IDs badges to steal any valuable data from systems within the facility. **✓**
* **Unauthorised removal or copying of data or code from a system -**
* This is usually stealing private data from a system this includes files, social security numbers, personal staff data, organization expenses, profits and losses of the company can be at risk as well. Saint Albans security and privacy are well protected with advanced and excellent forces that can’t be bypassed by anyone. Phishing can be used to get along with the members of staff and collect data to gain access to the facility. They can have identical looking IDs and masking it to match the facilities description. It could also use this information as hostage against the member of the facility to hand in crucial data regarding the facility. This can be used to manipulate the R&D data, which could bring down the facility into losses, or they could sell the information on the blackmarket for their gain. **✓**
* **Damage to or destruction of physical system assets and environment -**
* These can be caused by terrorist attacks, Robbers, heists, intruders, who are against the organization or just want to bring down the company, these can be rivals companies, protestors, uprising groups. As the members of the facility work on laptops, it makes it much easier to steal and destroy the data if they are not backed-up online as Saint Albans clearly have implemented an infrastructure which is 100% in-house due to security and privacy concerns which can be destroyed once hijacked. The infiltrator must me well equipped with gadgets to get around the tight security in place which are designed to protect the facility from these types of attacks.**✓**
* **Damage to or destruction of data or code inside or outside the system -**
* Saint Albans have also used such techniques to keep their system secure the have full disc encryption, firewall, advanced antivirus, VPN and two factor authentication and Microsoft Active Directory to store their credentials but this is not always the case as, the system can be bypassed the server is by launching a DDoS attack, which is a Distributed Denial of Service attack which can overload the servers using small multiple hosts, which makes them unable to be operated and can’t be stopped at all measures and this causes delays in the facilities to further progress on their research and may corrupt their data if not backed up or saved online.**✓**
* **Naturally disasters/occurring risks -**
* The facility has only one data centre for their website and their R&D data, if there is unpredictable natural disasters such earthquakes, storms, cyclones, forest fires, heavy rainfalls, which can lead to destructions. Saint Albans company website is also housed in their data Centre which are protected with reinforces structures. This can lead to lost of data, if it is not backed up and will be destroyed permanently. They should split up their data centres so that there would be lesser loss, as there data centres would be backed up in different locations.**✓**

**Potential Treatments -**

* By increasing the security of the passwords by making the limit word limit larger with special symbols and characters. To decrease the possibility of brute force attacks for guessing the password we can also 128 bit encryption.
* As most members of the facility use portable laptops which may get stolen easily as compared to desktop PC as they are stationary and not easily portable.
* By using third party services like SAP the servers can be spread out, which can make it easier to be secure and easy to to work as well. If there is a natural occurrence in an area, where the servers might be located, not all the data servers might get harmed during a natural occurrence.
* Simple errors made by humans can be eliminated by making sure to log out after you’re done using the computer to avoid data leaks on an open network, which can be avoided. Not logging out in public areas can also be avoided where potential “Shoulder Surfing” can be take place with anyone noticing.
* The research data can also be backed up regularly in a completely off-grid location as to avoid and loss or damage of data during any disaster or theft.
* Trying to setup a fixed password system can increase security of the facility immensely, as it won’t cause any careless mistakes to occur.
* They company data centre is in-housed they can be easily attacked as they are located in a particular location. To avoid any attacker or disasters, relocating the servers into different areas and housing them separately can help them stay protected.

**✓**

**The Importance of organisational security procedures-**

* **Business continuance -**

“Make ‘business continuity’ ‘business as usual’ and imbed it into your management routines as decisions are made, instead of an afterthought check off the box exercise later.”  
Bobbie Garrett

No matter what the size of the business, similar principles will apply:

A senior person in the business should take ownership of the business continuity plan. The plan should be allocated the same importance in business planning as, for example quality management, cash flow or health and safety. The responsibility of managing the business continuity plan must be clearly established within the business and everyone should know the importance of the plan and who has overall responsibility. A small team of suitably qualified and/or experienced people should be assembled to review the business operations and itemise the key features and areas of operation. The scope of the work must be established. An organisation may already have, for example, adequate recovery plan for its IT system. Such a plan would however need to be included in the completed Business Continuity Plan. It is imperative that a business is able to respond to any type of emergency. A disaster or emergency situation is, by definition, unexpected. The business continuity plan should be prepared along the following principles:

* The plan should have a broad scope if it is to effectively address the many disaster scenarios that  
  could affect the company.
* It should not distinguish between a partial loss of service and a complete loss of services and  
  facilities. A “worst case scenario” should be the basis for developing the plan - destruction of the main or primary facility.
* Because the business continuity plan will be written based on the above assumptions, less critical  
  situations can be handled by using only the needed portions of the plan, with minor (if any) alterations required.

The following steps can be taken for business continuance:

**1. Risk Assessment -**

* **Risk Evaluation -**
* Identify critical business functions essential for continued service  
  or production.
* Determine the events that can adversely affect your company,  
  the damage that such events can cause and the controls needed  
  to prevent or minimise the effects of a loss potential.

**Business Impact Analysis -**

* Identify the impacts that result from disruption that can affect the company and the techniques that can be used to quantify and qualify such impacts.
* Prioritise critical business functions.

**2. Develop and Document Business Continuity Plan -**

* **Develop Recovery Strategy -**
* Determine and guide the selection of alternative recovery  
  operating strategies to be used to maintain the critical functions.
* **Document Plan -**
* Organise and document a written plan. Senior management  
  should review and approve the proposed plan.

**3. Test, Approve and Implement Business Continuity Plan -**

* **Test Plan -**
* Develop testing criteria and procedures. Coordinate, test, and evaluate the plan. Document all results.
* **Approve and Implement Plan -**
* Obtain senior management endorsement of plan.
* **Maintain Plan -**
* Develop processes to keep the plan up-to-date with reviews and tests completed at a maximum of 12-month intervals.
* Ensure the plan is in-line with the strategic direction of the company.

**✓**

* **Backup/restoration of data -**
* Always keeping backups is a vital step in every organization’s operation. In an unfortunate event where all the main servers are attacked by an external organization or are destroyed due to some natural occurrence, it is always wise to keep a backup so that all the vital lost data can be restored later.   
    
  The size of the backup depends a lot on the size of the organization. If the organization operate on really large-scale all its data has to be backed up, but it would exponentially increase the cost of operation. For the most part, only the most important is supposed to be backed up in most organization. In our scenario, as they only have one data centre and everything is home-based it is not really economical to backup everything. The most vital part would be their R&D data.

The different types of backups are:

1.Full normal backups: This is the kind of process backs up everything in the database to a server. It is also called mirror backup. In most cases, it is not feasible to carry out this kind of backup as it takes a lot of time and money.

2.Copy: In this only selected files and folders are backed up and archive attribute is not changed to allow other types of backup to be performed on the same data.

3.Incremental: In this only files that have changed since the last backup whether the backup was partly or fully.

4.Daily Occurrence: In this the files that changed since the last daily backup will be backed up accordingly.  
**✓**

* **Regular Security Audits -**
* A security audit is when the organization conducts systematic regular security checks and records all the flows to work on them. It includes diagnostics of all the IT services both hardware and software.
* “According to Ira Winkler, president of the Internet Security Advisor Group, security audits, vulnerability assessments, and penetration testing are the three main types of security diagnostics. Each of the three takes a different approach and may be best suited for a particular purpose.” (SearchCIO, 2005)
* Regular Security audits will help the company to look out for loopholes in their systems. It will always keep an eye on the IT services of the organization. In our scenario, as this is a home-based organization, they have to be on the lookout for potential security issues all the time. As they didn’t hire third-party companies to look after their security and firewall policies, they must conduct frequent audits.  
  **✓**

**Testing procedures on data, network and systems:**

The most basic type of security measure would be set passwords in place. Every step has to have authorization and authentication. As of network, there are various protocols set in every step of a network. There are a lot of firewalls that check for the authenticity of a packet in each step. In a firewall policy, we can control the ports of a network which are accessible by the internet. So we can essentially block unwanted traffic to the server. This can potentially block malicious content coming into the server.   
  
Data can also be protected if the user of the system is careful enough and has various anti-viruses and anti-malware installed on their laptop. This can prevent most of the junk from entering the system.   
  
Security measures can also be set in place of the databases so that unauthorised access can be prevented inside the organisation. For example, the marketing department shouldn’t need access to the R&D data, so they will be stripped from accessing that database.  
  
The most common type of security testing in every situation is penetration testing. This is when individuals or groups of hackers or crackers intentionally try to get into the system to find the loopholes in it for the intention of fixing it.  
  
There are also various methods of testing the softwares used by them. The developers can use unit testing scripts to test out any bugs in the software. There is also integration testing which, as the name suggests, tests out the integrity of the software.  
**✓**

**Types of organisational security testing procedures -**

* During security breaches, the firewall policies should be made more strict to reduce the traffic. All the ports should be closed and the ones that are open should be highly controlled. There can also be reduction in human errors by checking all the systems for vulnerabilities and disabling the systems which are a potential threats.
* We can carry out security audits to make sure nothing worse happens. These are just documentation of any potential threats and their potential solutions. It is used to inspect any internal threats that could happen in the near future.
* Penetration testing is also an option here as well. As mentioned before it is an individual or a group of professionals trying to break through the security of a system.
* The company can also seek help from various third party companies to test out their network and firewalls to keep them intact. They can also use network monitoring systems to make the communication more strict.  
  **✓**

**Impact to IT security for incorrect configurations of firewall policies -**

An example of an incorrect firewall configuration would be to open all the ports. This leads to injection of various kinds of packets into a server that is not meant to treat all that traffic and might end up getting a malicious software through the ports. Moreover, if all those ports are open, it is highly likely that someone might end up doing a DDoS attack as all kinds of traffic is allowed into the network. In our case, this might result in the stop of the functioning of the research that has been going on as all the data has been held on halt. This can only be stopped if the system is reset.

* **VPN security -**

A user may change an encryption algorithm to a valid security protocol which in turn may lead to a catastrophic decreation in the whole security system as this may be a lower encryption capacity which can easily be compromised. Therefore, some of the controls at there from the gateway which not only ensures security protocols which do not compare to VPN security.**✓**

There are two components of a corporate VPN: the remote access server (RAS) and the third party VPN client software. The off-site worker would first connect to the RAS over the internet, then the VPN client software establishes a connection between the RAS and the intranet of the corporation. It also ensures privacy across the whole session. This is how the workers using laptops connect to the intranet while on the road to access information on the go.**✓**

* **Security Breach -**

Potential security breach can take place if the user changes the VPN randomly using pre-shared key. Values are not usually unknown to the user, and in turn the client will not be able to gain access to the VPN connection. This will make the user to try and obtain a valid VPN configuration parameter to try and make the client work again. When and during this process security breaches may take place. For example, the key can be sent through email, or through any social media accounts, or through a phone conversation the key value could be heard. If the VPN client has different security relevant functions which include client firewall, then the situation can become even more worse. It can be critical by changing client firewall rules which are there to protect the access of the device which can lead to significant vulnerabilities.**✓**

* **Pre-configured VPN -**

This can usually be avoided by making available pre-configured VPN client which already comes with a locked down configuration. The VPN configuration lock will prevent any changes made by an unknown source. Fully controlling VPN clients ensures network administrator to make changes on the go or go back to default settings. The system will also make sure that there are identical and there are valid configurations assigned and transferred to the VPN clients, that can avoid mis-configuring VPN clients from the start.**✓**

Nowadays many companies use VPN to connect to the companies network and also gain access to the services and applications. Third party VPN can create a huge problems for companies as hackers can eavesdrop and gain access to the sensitive data of the company. By using VPNs, the hackers can gain easy access to the the routers and data as using VPNs for accessing data can open spots which the hackers can use for accessing the sensitive data of the company. As the Third party VPNs are managed an outside company and not the company’s VPN so there are mainly the case of the outside company managing the VPN rather that the company.**✓**

A Firewall setup is a great way of security for the company’s system. The Firewalls are called safe only if the Firewall policies are configured and correct and have to be checked twice before applying them to the systems of the company. If there are any mistake in the Firewall policy then there will be a chance that the important and sensitive data can be accessed by hackers and also the employees of the company can be in trouble as their data also can be accessed. Blocking the wrong port number from being accessed can cause a lot of trouble in the company as the employees may stop receiving emails and may disconnect from the internet. **✓**

* **Common Firewall Configuration Mistakes -**

Security threats increases as more as it becomes more and more advanced, as managing your firewall configurations has been considered very important, according to Gartner research, 95% of all firewall breaches are caused by misconfiguration, not flaws.**✓**

Firewalls are an essential part of your network security, and a misconfiguration firewall can damage your organisation and give easy access to an attacker. Yet misconfigurations are alarmingly common. Below are five of the most common types that misconfigurations, along with advice on how you can avoid them.**✓**

1. **Broad policy configurations -**

Firewalls are often set up with an open policy of allowing traffic from any source to any destination. This is because IT temas don’t know exactly what they need at the outset, and therefore start with broad rules and work backwards. However, the really is that due to time pressures or simply not regarding it as a priority, they never get round to defining firewall policies. This leaves the network in a perpetually exposed state. **✓**

Organizations should follow the principle of least privilege, that is giving the minimum level of privilege that the user or services needs to function normally, thereby limiting the potential damage caused by a breach. It’s also a good idea to regularly revisit your firewall policies to look at application usage trends and identify new applications being used trends and identify new applications being used on the network and what connectivity they require.**✓**

**2. Risky rouge services and management services -**

Services that are left running on the firewall that don’t need to be is another mistake i often find. Two of the main culprits are dynamic routing, which typically should not be enabled on security devices as best practice, and “rogue” DHCP servers on the network distributing IPs, which can potentially lead to available issues as a result of IP conflicts. I’m also surprised to see the number of devices that are still managed using unencrypted protocols like telnet, despite the protocol being over 20 years old.**✓**

The answer to this problem is hardening devices and ensuring that configurations are complaint before the device is put into a production setting. This is configuring your devices based on the function that you actually want them to fulfill and following the principle of least privileged access, you will improve security and reduce the chances of accidentally leaving a risky service running on your firewall.**✓**

**3. Non-standard authentication mechanisms -**

During my work, i often organisations that use routers that don’t follow the enterprise standard for authentication. For example, a large bank i worked with had all the devices in its primary data center controlled by a central authentication mechanism, but did not use the same mechanism at its remote office. By not enforcing corporate authentication standards, staff in the remote branch could access local accounts with weak passwords, and had a different limit on login failures before account lockout. **✓**

This scenario reduces security and creates more vectors for attackers, as it’s easier for them to access the corporate network via the remote office follow the same central authentication mechanism as the rest of the company.**✓**

**4. Test systems using production data -**

Companies tend to have good governance policies requiring that test systems should not connect to production systems and collect production data. But in practice, this is often not enforced because the people who are working in testing see production data as the most accurate way to test. The problem occurs because when you allow test systems to collect data from production, you’re likely to bring that data into an environment with a lower level of security. The data could be highly sensitive, So if you do use production data in a test environment, make sure that you use the correct security controls according to the classification of the data.**✓**

**5. Log outputs from security devices -**

The issue more often organizations not analyzing log outputs from their security devices or without enough granularity. This is one of the biggest mistakes you can make in terms of network security, not only will you not be altered when you’re under attack, but you’ll have little or no traceability when you’re investigating post-breach.**✓**

The excuse i often hear for not logging properly is that logging instructure is expensive, and hard to deploy, analyze, and maintain. However, the costs of being breach alerted or being able to trace the attack are surely far higher.

Enterprises need to look at the state of their firewall security and identify where holes might exist. By addressing these misconfiguration issues, organisations can quickly improve their overall security posture and dramatically reduce their risk of a breach.**✓**

**Implementing a Demilitarised Zone(DMZ), static IP and NAT in a network -**

* **Demilitarised Zones (DMZ) -**

By implementing DMZ the computers networked together with sensitive information. You don’t want someone hacking into them. They also do not need to be exposed directly to the internet. You also have computers that must be exposed to the internet to function. You essentially split. You essentially split your network up using one or more firewalls. So, requests from outside computers for web pages would be allowed in the DMZ, but not in the rest of the network. The same traffic would be partially or fully blocked elsewhere in the network.**✓**

* **Static IP -**

The benefits of using a static IP address is that computers can host servers using this type of address containing data which other computers can gain access to using the internet. It makes it easier to locate servers anywhere in the world.

The uses of static IP are :

* Access your PC from anywhere - A static IP makes it easier for you to remotely access your computer, so you can get hold of files, use programs, adjust your settings, and so on.
* Host a website - You'll need a static IP if you want to host your own website, rather than have someone else's server host it.  
  Run a server - Any kind of server needs a static IP, not just one that hosts a website. You may also want a server for gaming, a domain name, or FTP to send and receive files more reliably.
* Get direct emails - A static IP also lets you set up an email server, so you'll have more direct control over your email.
* Run CCTV - Want CCTV for your business? You'll need a static IP for that too.
* Make better VoIP calls - VoIP, or Voice over IP, is a way of making phone calls over the internet rather than through a phone line - Skype and Facetime are good examples. It's much more reliable when your IP is static. Read more about VoIP.  
  Enjoy less downtime - Whenever a dynamic IP refreshes, you run the risk of downtime. It's usually for a very short time, but if you're relying on a stable connection it can be havoc all the same.**✓**
* **NAT -**

It helps to reuse private IP addresses which are no longer needed. It also enhances the security of the private networks by keeping all the internal addresses private from the external network. It can also connect large numbers of hosts to a global internet using the same amount of public IP addresses, which saves IP address space.**✓**

Docs.microfocus.com. (2018). *What are the Benefits of NAT?*. [online] Available at: https://docs.microfocus.com/NNMi/10.30/Content/Administer/NNMi\_Deployment/Advanced\_Configurations/What\_are\_the\_Benefits\_of.htm [Accessed 2 Dec. 2018].

**Benefits to implementing network monitoring systems-**

* **Protecting your network against attackers.**
* Network monitoring systems are able to identify suspicious traffic, thereby empowering owners to act fast. A network monitoring service is able to provide a broad overview of an SMB's entire IT infrastructure, so that nothing is missed. Today, exploits are more sophisticated and advanced, and are able to target a system in a variety of ways. Monitoring antivirus and firewall solutions separately may leave security gaps.**✓**
* **Keeping informed without in-house staff.**
* A network monitoring service will send alerts and information to an SMB owner as issues arise. Otherwise, an SMB may need to either attempt to monitor their network security themselves or hire a full-time IT employee -- which could be very costly. Data breaches can be more damaging and more expensive the longer they go without being detected.**✓**
* **Optimizing and monitoring your network.**
* Many small business owners are aimed towards rapid growth. This growth cannot be possible if parts of their IT infrastructure are over-burdened or slowed. Network monitoring services will map out the infrastructure of a small business, showing an SMB owner areas of improvement and any issues that currently need to be addressed.**✓**
* **Remotely connecting to your infrastructure.**
* Network monitoring services are able to be accessed from anywhere in the world, allowing an SMB owner to still conduct business whether they are at home, at the office, or traveling abroad. This can be absolutely essential when you are working with a small amount of staff members or when you simply need to complete tasks on your own.
* A network monitoring service will be able to alert small business owners to any threats or data breaches, so that they can act swiftly to secure their own digital assets and to protect themselves and their customers. Small business owners are often the most vulnerable because they cannot dedicate the time or the resources to managing their own IT infrastructure; a network monitoring service will fill that gap and more.**✓**

**Forming IT security solutions by “trusted network” for Saint Albans Pharmaceuticals PLC -**

* **Questions that recognize security resources and obligations -**

Who is protected ?

* Employees, clients/customers, other facility occupants of Saint Alban Pharmaceuticals

What is protected ?

* Inventory, equipments, intellectual property/intelligence of Saint Alban Pharmaceuticals

What is the ultimate goal and what is the milestones towards reaching it ?

* Their ultimate goal is to sell and develop cutting edge medicines for Parkinson’s disease in a global market where few companies research and develop such conditions. Milestones towards reaching it is by having advanced high level security labs which tests new medicines on controlled environments and if successful then on humans under government approval and schemes.

When do they hope to reach to reach that goal and the respective milestones along the way ?

* At the moment the company is fairly small it has just a office in Saint Albans and factory within Wales, with 1000 staff and a turnover of £750m. Based on this situation it won’t take long enough to reach their goal and their milestone is to stay ahead of their competition.
* **Questions that Evaluate Present Security Realities -**

Where is the vulnerabilities ?

* According to my research and the given situation there are not many vulnerabilities found in their system. Everything is taken care of as to protect from rival companies and government which are after their R&D. These vulnerabilities can be taken care of by adding face detections before entering the vicinity, Keeping track of all the members who are within the company, implementing security checks and scanning before entering the company

How to address those vulnerabilities before they become serious security risks ?

* The vulnerabilities can be addressed by setting up network monitoring systems which help track and data or security breaches and automatically resolves them or specifically detected them so that the IT can focus more on critical problems related to the system.

What resources are there in terms of security equipment, staff training and security procedures - and how can it be improved upon those resources ?

* In terms of security equipments such as cameras, Swipe cards, biometrics. Staffs and many guards are ferried in on busses and in security procedures there are full data encryption, firewall, antivirus, VPN. These can be improved upon investing more on security and privacy by taking into consideration what needs to be protect and what is important to the company.

Which standards and compliance obligations are needed to be met and maintain where security is concerned ? What about installation, equipment and integration?

* Privacy, resources, confidentiality and security compliance obligations are needed to be met and maintained. Security is the number one priority taken care of by Saint Albans Pharmaceuticals hackers may bypass the system to steal data, this must be prevented data all costs by enhancing the strength of the system. Equipments have been installed and advanced high level security have been implemented and integrated into the system.

What happens if there is a failure to execute a security plan and maintain it over time ?

* These should also be a backup plan in case of an emergency where everything is camly taken care of in an orderly fashion without causing any confusion and delay and everything is done efficiently.There should be an emergency protocol that should be followed to ensure that things go smoothly and any problems occured should be resolved immediately without causing any damage to the property.

**An Adaptable Security Plan -**

To create a security plan, these answers to these questions need assessment must be followed in order to form a security plan. These questions must be re-visited by the company in the future as the business evolves and its assets increase. In the future there will be expansion and growth and which will impact all parts of the company and new vulnerabilities will begin to appear. This can be prevented by letting the professional security provider, which the company can acquire some knowledge about the assessment questions and how to make use of them to form a reliable security plan.

**Simmons, J. (2018). *Forming a Security Plan: Critical Business Questions to Ask*. [online] FE Moran Security. Available at: https://www.femoransecurity.com/forming-a-security-plan-critical-questions-to-ask/ [Accessed 4 Dec. 2018].**

### 

### Conclusion

A company is required to implement tools and techniques associated with identifying and assessing IT security risks together with the Organisational policies to protect business critical data and equipment. It also discusses about the issues of security risks as well as evaluation of new and proposed security solution to enhance the current security infrastructure. By ensuring that there is security and protection to the network and as the business booms and new threats may come into sight, technologies getting more and more advanced and complex to keep up, maintaining and regularly checking vulnerabilities to keep the security to its optimum performance so that there is no harm to the company.